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Course Outline

Session One 
• Operation risk management defined 
• Components of the Operational Risk 

Management 
• Identific 
• Evaluating Risk 
• Control risk 
• Report Risk 
• Monitor Risk 
• Measure Risk 

• Organizational Knowledge 
• Risk Management Techniques 
• Identify and analyse exposures 
• Implement the plan 
• Monitor results and provide support 

Session Three 
• Risk Management life cycle/ Operational 

Risk Management (ORM) Framework
• Identify risk 
• Risk assessment and analysis 
• Plan Action 
• Implement 
• Monitor and Control 

Session One 
• Implementing Operational Risk Management 

Structures and Programs. 
• Decoupling it from an Omnibus Department. 
• Elevate ORM to the COO Scorecard. 
• Establish ORM as a Technology-enabled, 

Data- Driven Function. 
• Let ORM Not become a Prosecutor. 
• How ORM can become a Value-Added 

Function. 
• Benefits of a Strong Operational Risk 

Management Function. 
• Complex Business and IT Landscape. 
• Convoluted Processes. 
• Centralized Risk Function. 
• ORM as a Mandate, not an Interwoven 

Process. 

DAY 1

Session Two 

All participants will receive comprehensive copies of the presentation slides, handouts and other course materials.

Session Four
• Vulnerability management and  monitoring 
• Vulnerability Scan 
• List and prioritize 
• Schedule and apply patches 
• Review and Update controls and policies 
• Create reports of identified + patched+ 

accepted vulnerability 

Session Two 
• Capacity to take risks 

o Appetite 
o Resource capability 
o Assurance 

• Peer review 
o Expert feedback and critique 
o Validation 
o Actions & accountability plan

Session Three
• The opportunity 

o Blue sky thinking 
o Innovation 
o Limitations of common strategic 

planning practices 
• The risk around the opportunity 

o Risk management essentials. 
o Positive risk taking. 
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